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Learning Outcome

• At the end of this lecture you should able to;

– Describe cloud computing and its essential characteristics • 

Describe cloud service models and the cloud deployment 

models

– Describe cloud-based backup, replication, archiving, and 

migration 

– Apply the concept of cloud in a data protection environment to 

address the organizations challenges and requirements 
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What is Cloud Computing?
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Traditional IT vs. Cloud Computing
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Essential Cloud Characteristics
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• Define Cloud computing

• What are the difference between traditional IT and cloud 

computing?
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Public Cloud
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Private Cloud
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Community Cloud

On-premise Community Cloud
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Community Cloud

Externally-hosted Community Cloud
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Hybrid Cloud
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Quick Review

• Explain the important characteristics of cloud computing

• Identify and explain the types cloud deployment models
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Cloud Benefits
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Protecting Data in Cloud 
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Quick Review

• Using a case explain how do protect data in cloud

• Express your view about the clouds benefits for two 

minutes
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Types of Backup Services 
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Use Case: ROBO Backup in Cloud 
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Quick Review

• Explain the type of cloud backup services
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Activity 

• Data Migration to Cloud

• Cloud base-Archiving 

• Disaster Recovery as a Service 
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Concepts in practice

• Find a solution that can provide a secure cloud-based online backup and 

recovery through Software as a Service. it provides protection against risks 

like file corruption, unintended deletion, and hardware failure for compute 

and mobile systems. 

• What is DRaaS?

– Disaster recovery as a service(DRaaS) is a cloud computing service model that allows an 

organization to back up its data and IT infrastructure in a third party cloud computing 

environment and provide all the DR orchestration, all through a SaaS solution, to regain 

access and functionality to IT infrastructure after a disaster. The as-a-service model 

means that the organization itself doesn’t have to own all the resources or handle all the 

management for disaster recovery, instead relying on the service provider
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Quick Review

• What are the challenges associated with ROBO backups
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Q & A
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